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Cyber Security Implementation Status 

The purpose of the company’s Cyber Security Policy is to prevent the cyber security 

thread by planned or incident attack from internal or external network, to protect 

the critical infrastructure asset and data of the company. 

The following is the implementation of cyber security projects in 2021: 

1. The company conducted an annual cyber security report to the board of directors 

in May 2021. 

2. In the second quarter of 2021, the company expanded virus behavior protection 

to improve the threat prediction and active defense capabilities of endpoint 

devices (Implementation area: Taiwan, America, Europe and Southeast Asia) 

3. In the third quarter and the fourth quarter of 2021, the company conducted two 

social engineering drills and cyber security awareness training to strengthen 

employees' awareness of cyber security 

4. In the second quarter and the third quarter of 2021, the company conducted two 

penetration tests to enhance the security strength of the company's external 

systems and reduce cyber security risks 


